
БЕЗБЕДНОСТ ДЕЦЕ НА 
ИНТЕРНЕТУ

ВИОЛЕТА ПИВНИЧКИ, 
ШКОЛСКИ ПСИХОЛОГ



На следећим слајдовима упознаћеш се са 
најважнијим правилима безбедног 

коришћења интернета



НЕ СТАВЉАЈ СВОЈЕ ЛИЧНЕ ПОДАТКЕ 

• ТВОЈА АДРЕСА, БРОЈ ТЕЛЕФОНА, ИМЕ И 
АДРЕСА ШКОЛЕ, ТВОЈ БРОЈ ТЕКУЋЕГ РАЧУНА 
У БАНЦИ ИЛИ ТВОЈИХ РОДИТЕЉА НЕ СМЕЈУ 
БИТИ НА ИНТЕРНЕТУ.



А ево и листе лозинки које би корисници требало избегавати:

1. Име љубимца
2. Важни датуми
3. Датум рођења блиске особе
4. Име детета
5. Име неког другог члана породице
6. Место рођења
7. Омиљени празник
8. Нешто повезано с омиљеном спортском екипом
9. Име тренутног партнера
10. Реч ‘password’ “



ДОБРО РАЗМИСЛИ ПРЕ НЕГО 
ШТО ОБЈАВИШ НЕКУ СЛИКУ   ИЛИ 

ВИДЕО ЗАПИС!
• Једном постављена фотографија или видео 

заувек остају на интернету. Фотографије на 
друштвеним мрежама нису ваше 
власништво, него власништво друштвених 
мрежа, они их могу користити, копирати и 
даље делити.

• Не објављуј ничије фотографије или видео 
снимке без њихове сагласности!



ЗАПАМТИ ДА ТЕ ФОТОГРАФИЈЕ МОГУ ДА 
ВИДЕ:

• РОДИТЕЉИ, НАСТАВНИЦИ И ПРОФЕСОРИ

• ТВОЈИ БУДУЋИ ПОСЛОДАВЦИ КОЈИ ЧЕСТО 
ПРОВЕРАВАЈУ ДРУШТВЕНЕ МРЕЖЕ 
КАНДИДАТА

• СЛУЖБЕНИЦИ АМБАСАДА КОД КОЈИХ ЋЕШ 
КОНКУРИСАТИ ЗА ВИЗУ

• ТВОЈИ ПРИЈАТЕЉИ, НЕПОЗНАТИ ЉУДИ

• ЗЛОНАМЕРНИ ЉУДИ-ИНТЕРНЕТ ПРЕДАТОРИ



НИКАДА И НИ СА КИМ НЕ ДЕЛИ СВОЈЕ 
ЛОЗИНКЕ И ШИФРЕ, ОСИМ СА 

РОДИТЕЉИМА АКО ТО ОД ТЕБЕ ТРАЖЕ ИЛИ 
СИ МАЛОЛЕТАН

!
• Јака шифра садржи велика и мала слова, 

бројеве и неки необичан карактер */$#&/:



НЕ ПРИХВАТАЈ ЗАХТЕВ ЗА ПРИЈАТЕЉСТВО НА 
ДРУШТВЕНИМ МРЕЖАМА ОД ЉУДИ КОЈЕ НЕ 

ПОЗНАЈЕШ!

• НА ИНТЕРНЕТУ У СВАКОМ ТРЕНУТКУ КРУЖИ ОКО 
МИЛИОН ПРЕДАТОРА-ЗЛОНАМЕРНИХ ОПАСНИХ 
ЉУДИ И МЕНТАЛНО ПОРЕМЕЋЕНИХ ОСОБА КОЈИ 
МОГУ ПСИХИЧКИ И ФИЗИЧКИ ВЕОМА ДА ВАМ 
НАУДЕ! КИДНАПОВАЊЕ, СИЛОВАЊЕ, 
УЦЕЊИВАЊЕ, ДИСТРИБУЦИЈА ДЕЧИЈЕ 
ПОРНОГРАФИЈЕ СУ САМО НЕКИ ОД НАЧИНА НА 
КОЈИ МОГУ ДА ВАС ОЗБИЉНО ПОВРЕДЕ.



• ИНТЕРНЕТ ПРЕДАТОРИ СЕ ЛАЖНО 
ПРЕДСТАВЉАЈУ, У СТАЊУ СУ ДА СЕ МЕСЕЦИМА 
ДОПИСУЈУ СА НЕКИМ ДЕТЕТОМ ДА БИ МУ СЕ 
ПРИБЛИЖИЛИ, А ПОТОМ ТРАЖИЛИ ОД ДЕТЕТА 
СЛАЊЕ НАГИХ ФОТОГРАФИЈА ИЛИ САСТАНАК 
УЖИВО.

• УКОЛИКО ЖЕЛИШ ВИШЕ ДА САЗНАШ О 
ПРИМЕРИМА ПРЕДАТОРСТВА КОД НАС, 
ПОТРАЖИ У БИБЛИОТЕЦИ КЊИГУ 
«АРМАГЕДОН» ВЛАДЕ АРСИЋА



ЗАПАМТИ!

• НИКАДА НЕ ИДИ ДА СЕ УЖИВО ВИДИШ СА 
ОСОБОМ КОЈУ СИ УПОЗНАО НА ИНТЕРНЕТУ, 
А ДА ЗА ТО НЕМАШ ДОЗВОЛУ РОДИТЕЉА!

• НЕКА ТВОЈИ РОДИТЕЉИ ИДУ СА ТОБОМ, 
ОНИ ЋЕ ПРОЦЕНИТИ ТВОЈУ БЕЗБЕДНОСТ.



ПОСЕЋУЈ САМО ОНЕ СТРАНИЦЕ КОЈЕ СУ 
НАМЕЊЕНЕ ТВОМ УЗРАСТУ!

• Нема потребе да претражујете вама 
непримерен садржај, јер он може бити 
веома узнемиравајући и непристојан.

• На тај начин можете веома лако „да 
покупите“ неки вирус или да кликнете на 
нека обавезна плаћања и скидања новца са 
рачуна за телефон или у банци.



НИКОГА НЕ ВРЕЂАЈТЕ, НЕ СВАЂАЈТЕ СЕ, 

НЕ ОСТАВЉАЈТЕ РУЖНЕ И УВРЕДЉИВЕ 
КОМЕНТАРЕ!

-Узнемиравање, „зивкање“, слање 
увредљивих и претећих порука, мејлова и 
коментара, снимање и објава без дозволе 
других, снимање насилних сцена и сл. је 
ДИГИТАЛНО НАСИЉЕ.

-Дигитално насиље је 

кажњиво!

- Буди ок на нету.



Не хејтуј на мрежама.

• „Хејтери“- особе које користе негативне, увредљиве 
коментаре да би некога понизиле и учиниле да се 
осећа лоше.

• Своје понашање током времена не мењају, већ 

упорно настављају да шире малициозне коментаре. 

Уколико су присутни на мрежи, често се крију иза 

лажног налога, па наизглед анонимна особа може 

бити и неко од познаника, вршњака или бивших 

пријатеља, бившег момка или девојке.



Како се изборити са „хејтерима“?
1. Игноришите их и склоните се што даље.

• Не реагујте на провокације и негативне коментаре. Ако се претње 
наставе пријавите их родитељу, наставнику или другој одраслој особи 
од поверења.

2. Блокирајте хејтере на мрежи.

• Ако неко шири говор мржње испод ваших објава на друштвеним 
мрежама или вас малтретира директним порукама и коментарима, 
једноставно га/је блокирајте. Пре него што пријавите налог, направите 
снимак екрана који ће вам послужити као доказ уколико се 
малтретирање настави.

3. Будите љубазни према свима у својим одговорима на коментаре, 
чак и према особама које вас малтретирају

• На тај начин показујете да контролишете своје емоције и не 
допуштате да негативност утиче на вас и ваше самопоуздање.

4. Увек будите окружени друштвом и добронамерним пријатељима у 
које имате поверење



5. Сетите се да су сви негативни коментари одраз слабости особе која 

их износи.

Људи који су срећни и задовољни собом, немају потребу да повређују 

друге. Они који су ниског самопоуздања, имају комплексе, 

незадовољни су собом, љубоморни су и завидни повређују.

6. Малтретирање других може бити и испољавање сопственог бола.

Негативни коментари су у том случају средство за сопствену животну 

борбу, а ви сте се само случајно у том тренутку нашли на мети.

7. Говорите о својим осећањима и слабостима.

Разговарајте са поузданом одраслом особом или пријатељем и 

потражите охрабрење и подршку уколико трпите «хејт»- Колико год да 

сте стабилна особа, то ником није пријатно.

8. Будите оно што јесте.

Наставите даље, следите своја интересевања, стил живота и не 

обазирите се на малициозне особе и коментаре.



УКОЛИКО ДОБИЈЕШ УВРЕДЉИВЕ ИЛИ 
УЗНЕМИРАВАЈУЋЕ ПОРУКЕ: 

СКРИНШОТУЈ, САЧУВАЈ И ПРИЈАВИ 
РОДИТЕЉИМА И ШКОЛИ!



Такође можеш да се обратиш и:

• Полицији, одељењу за високо технолошки 
криминал (ВТК), лично у полцијским 
станицама или позивом на 192 након кога ће 
вас полцисијки даље упутити како да 
пријавите насиље.

• Позивом на број 19833 или пријавом на сајту 
Навионалног контакт центра за безбедност 
деце и младих на интернету.

• Линк ка сајту: 

https://pametnoibezbedno.gov.rs/

https://pametnoibezbedno.gov.rs/


Не буди интернет зависник-буди 
слободан!

• Не проводи више сати дневно на интернету, 
јер тиме нарушаваш здравље.

• Последице дуготрајног провођења времена 
на телефонима и рачунарима су: 
зависност,друштвена изолација,  лош 
положај тела, обољења кичме, оштећење 
вида, главобоље, губитак пажње и 
концентрације, поремећај сна и депресија, 
гојазност.



Порука за крај:

• Као и многи изуми човечанства, тако и 
интернет може бити веома користан за учење, 
забаву и гледање квалитетних садржаја, али 
исто тако може бити веома опасан и нарушити 
твоје здравље и безбедност. Друштвене мреже 
могу послужити као извор информисања и 
едукације, али исто тако и као извор насиља и 
патње.

• Увек пријави родитељима, школи или 
полицији уколико трпиш дигитално насиље и 
претње ! О насиљу се не ћути.
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